
 

Дисципліна  Вибіркова дисципліна 8.1 

«Конгнітивна безпека» 

Рівень BO Бакалавр 

Назва спеціальності/освітньо-

професійної програми 

«Державна безпека», Державна 

безпека 

Форма навчання Денна 

Курс, семестр, протяжність 3/6/протягом семестру 

Семестровий контроль Залік 

Обсяг годин (всього: з них 

лекції/практичні) 

135 годин: з них лекції-32, практичні 

36 години 

Кількість кредитів 

 

4,5 

Мова викладання Українська 

Кафедра, яка забезпечує викладання  Політології, управління та 

національної безпеки 

Автор дисципліни Майко Тетяна Степанівна кандидат 

політичних наук, старший викладач 

Короткий опис 

Вимоги до початку вивчення Повна загальна середня освіта. 

Що буде вивчатися Цей курс у доступній формі пояснює 

проблему інформаційно-

психологічного впливу та 

інформаційно-психологічної безпеки  

Чому це цікаво/треба вивчати Курс допоможе краще розібратися у 

інформаційних війнах, спеціальних 

інформаційних операціях, акціях 

інформаційної агресії та шляхах 

протидії цьому впливу; зрозуміти, 

особливості технологій і механізмів 

впливу в сучасній політиці; роль 

засобів масової інформації та 

неурядових організацій на 

формування свідомості особистостей. 

Чому можна навчитися (результати 

навчання) 

• отримаєте систему знань щодо 

забезпечення інформаційної безпеки 

держави, суспільства та особистості; 

• здобудете практичні навички 

виявлення ознак інформаційно-

психологічного впливу;  

• зможете розібратися у технологіях 

маніпулювання свідомістю та 

механізмах їх реалізації. 



 

Як можна користуватися набутими  вміти аргументовано оцінювати 

джерела загроз інформаційний 

безпеці особи та суспільства  

 використання набутих знань при 

виявлення інформаційно-психологіч-

ного впливу 

 прогнозування розвитку 

соціально-політичних процесів в 

контексті інформаційних операцій та 

воєн 

Як можна користуватися набутими 

знаннями і уміннями 

(компетентності) 

Загальні компетентності (ЗК) 

 Здатність до абстрактного 

мислення, аналізу та синтезу, 

прогнозування. 

 Здатність до адаптації та дії в 

новій ситуації 

 Вміння виявляти, ставити та 

вирішувати проблеми. 

 Здатність приймати 

обґрунтовані рішення. 

 Здатність спілкуватися з 

представниками інших професійних 

груп різного рівня (з експертами з 

інших галузей знань/видів 

економічної діяльності). 

 Здатність до здобування нових 

знань, накопичення наукових та 

професійних умінь і навичок та їх 

застосування в практичних 

ситуаціях. 

Фахові компетентності (ФК) 

 Здатність виявляти внутрішні 

та зовнішні загрози, умови, джерела 

походження та граничні показники 

(індикатори) безпеки. 

 Здатність проведення 

моніторингу загроз, оцінювати їх 

можливі наслідки, давати експертизу 

рішень, що приймаються з точки зору 

безпеки. 

 Здатність розробляти та 

проводити загальні і спеціальні 



заходи з безпеки. 

 Здатність опановувати знання в 

інших галузях професійної 

діяльності, здійснювати пошук, 

аналізувати, використовувати методи 

обробки інформації з різних джерел 

та надавати їй критичну оцінку. 

 Здатність розуміти, аналізувати 

та оцінювати тенденції в соціальній, 

економічній, політичній, 

інформаційній, етноконфесійній, 

екологічній сферах забезпечення 

національної безпеки. 

 Здатність аналізувати, виявляти 

та оцінювати можливі загрози, 

вразливості та дестабілізуючі 

чинники інформаційному простору та 

інформаційним ресурсам. 
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